
PVAMU Center for Information Technology Excellence would like to warn the
campus community about a few phishing attempts that may be in your inbox.

We have gotten reports of 2 phishing attempts with the subject lines:
BITCOIN JOB OPPORTUNITY
Andrea Adams shared "docx" with you

This is sent from Andrea Adams “AAdams@SayvilleSchools"

Do not respond to these emails, please delete them. If you have replied to
these messages, reset your password immediately. You find the steps to reset
your password in the password reset guide. 

Security Reminder: Know Who is Trying to Gain Access
One way hackers try to gain unauthorized access to your workstation and
account, personal or university, is by sending you a text, phone call or push to
login using the Multi-Factor Authentication (MFA).

If you receive a notification MFA trigger (for example, phone call, app or
text message) to sign in and you are already signed in or you are not
trying to sign in please hit cancel. This is very important.

For all other IT related issues, please contact 936-261-2525.
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