
Tips to Securing Your Kids Online
Technology is fun, useful, and makes our lives more streamlined. We have smart tv’s, smart doors, smart classrooms 
and even smart refrigerators. We do not have to go to banks as often and we can open accounts, pay bills and transfer 

money online, online shopping is at an all time high. With all the great advances and enhancements come the 
opportunity for bad actors to prey upon our families. Here are a few quick tips to keep you family safe online: 

Education is key, 
encourage your family 
members not to share 

personal information 
online with anyone.

Don’t allow children 
to have 
administrator 
accounts on the 
computer, review 
everything they 
install.

 Review information 
your children post as 

comments on 
YouTube, Instagram, 
snap chat and other 

tools. 

If you want to save 
passwords, use a 
password 
manager, do not 
save the password 
in your browser, 
this can be stolen. 
Remember to keep 
different 
passwords for 
different things – 
social media, 
banking, shopping, 
work, etc.

Tech Tuesday Tip
on Facebook & Twitter

Cyber Security Awareness Month

Each poster, post, email and session will have QR codes to answer questions about Cyber Security as part of a 
month long scavenger hunt to win prizes!

Join Us This Week, 10/19 - 10/23, for:

Tips to Securing Your 
Kids Online

Women in Tech
Special Guest Speaker - 

Teri Green

Zoom meeting, check your PV Email

Tuesday, 10/20, 12 pm

Zoom meeting, check your PV Email

Wednesday, 10/21, 10 am

For ADA Accessibility Assistance, call 936-261-3585

Review apps that 
you install on smart 

phones and smart 
devices to make 

sure they are safe.


